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Chapter 1. Introduction

1.1 Features

NetAgentA is the SNMP (Simple Network Management Protocol) card for monitoring UPS.
Not only could remote control the UPS and get the current status of it, it is also support to
connect to compatible modem to send SMS notification, or our NetFeeler Il and its
additional sensors for ambient temperature, humidity and water status. The product is for
“Contact Closure” and “RS232” interface UPS and the communication protocol includes
the Contact Closure, RS232[MegaTec], Phoenixtec], SEC 2400, SEC 9600, Megatec
Three Phase, ..etc. NetAgentA provides a simple and easy installation procedure. CD
provides along with NetAgentA offers several software to allow the user to configure IP
address; central monitoring and multi shutdown on different operating systems. Other
advance configurations could be accomplished in the Web browser.

Features:

(1) Provide SNMP MIB to monitor & control UPS

(2) Auto-sense 10M /100M/1000M Fast Ethernet Manage and configure via Telnet,
Web Browser or NMS

(3) Support TCP/IP, UDP, SNMP, Telnet,SNTP, PPP, HTTP, HTTPS, SMTP, FTP,
Modbus, BACnet Protocols

(4) Support SSL/TLS, SSH Encryptions

(5) Providing easy setup and upgrade tools via our Netility software

(6) Send SNMP TRAP ; E-mail and SMS for events notification.

(7) Auto email daily UPS history report

(8) Perform graceful shutdown with our ClientMate software

(9) Add-on optional NetFeeler Il for temperature, humidity, water, smoke and door
sensor

(10) Add-on optional WiFi dongle for wireless network access

(11) Add-on optional GPRS modem for SMS notification



1.2 Applications

B NetAgentA allows UPS to be monitor on network

When the UPS connects with NetAgentA, the system manager could check each and
every UPS condition by a computer with Browser installed. The manager could monitor
and control the UPS by simply input the IP address of the NetAgentA which connects to
the UPS. When there is a power abnormal condition happens, the NetAgentA could also
send the trap information to the system manager to take proper action.

B NetAgentA Provides Shutdown Utilities

When a computer install our shutdown software in the network that connects to the
NetAgentA, when UPS is in AC failure condition or Battery Low condition, the software
would close all the files of the operating system and shutdown gracefully. This could avoid
system corrupt when a power disconnection happened.

B NetAgentA for Surrounding Monitoring

NetAgentA with USB ports could connect to optional sensor- USB NetFeeler to get the
surrounding temperature/humidity/smoke/fire signals. These information could also be
revealed on the NetAgentA Web page. When there is an abnormal condition happened, it
could also be sent as a trap to the system manager.



Chapter 2. NetAgentA Series

2.1 NetAgentA Mini Models

NetAgentA Mini Model

Model Name Package Contents Internal |External

RJ45 | RS232 | ENV | USB

—

NetAgentAA Mini SNMP Card
DA520 |2. NetAgentA Utility CD
3. Quick Installation Guide (Optional)

. NetAgentAA Mini SNMP Card
. NetAgentA Utility CD
. Quick Installation Guide (Optional) \Y

. M2509 Cable (USB)

DA806

. NetAgentAA Mini SNMP Card
. NetAgentA Utility CD
. Quick Installation Guide (Optional)

DA807

WN =D WON -~

2.2 NetAgentA Mini LED Indication

Status LED
Amber
!
el
Communication
Flashing
Transferring data with UPS =5 10M
1000M —
Green Yellow
Green Yellow
On Flashing On Flashing
100 Sending/ 10 Sending/
Power Status NetAgentA Mini Status Mb Receiving Mb Receiving
On Off On Off ps Data bS Data
ol e WO N T Sporeling M- s plivelkiig When Green and Yellow LED are both ON,

it runs at 1000M mode

NOTE : When writing firmware, red led alternating flashing, DO NOT remove any power




Power
On Off
No
Power

Normal
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Chapter 3 Software Installation

3.1

Software Installation

NetAgentA Utility CD offers several management and shutdown software. Insert CD
into CD-ROM and software can be select under [Program Installation]

Netility: Configure and Search
NetAgentA. Referto 4.3

Main Menu

. Introduction 7

— ) Operating System Supported ] 3 14

: ClientMate:
WINPT e Shutdown OS Software .
Lir 3 Refer to Chapter 6

© System Requirements
© Program Installation

0 View Manuals

© Contact Informaticn

e SMS Server:

SMS notification Softwar.
Refer to Chapter 9

SNMPView : .

Multi monitoring Software. Time Server:

Refer to Chapter 7 Time server software
iMConfig:

Muti-configuration Software.
Refer to Chapter 8

If the PC does not executes CD program automatically, please select from File
Managment

B » T » ED-ROM ZE# (F) NetAgent V5.7 »

EaEE - aENS -

« [if BD-ROM %8 (F) NetAgent V5.7

i J Acrobat Reader

+ 4y ClienthMate for FreeBSD v5.3

1> ¢ ClienthMate for Linux v3.3
, ClientMate for MAC v5.3b
; ChentMate for ViMWare v3.51
, ClientMate for Windows v5.62
L iMConfigvl.2
). Netility for FreeBSD v1.1
b Metiligy for Linux vi1
Ju Netility for MAC vi.1
E
¥
!
¥

m

| Netility for Windows v&.53
, OpenSSL

J SMS Server vl

; SNMPViewv5.73




Chapter 4. NetAgentA Setting

4.1 Introduction

NetAgentA can be login via web or HyperTerminal with protocol and encryption of
HTTP/HTTPS/SSH/Telnet. Enter the IP address of NetAgentA to configure and monitor
the UPS status.

HTTP

HTTPS

SSH

TELNET

4.2 NetAgentA Login Procedure

[ 1. Connect NetAgentA to modem/router ]

2. Install Netility under same network

3.NetAgentA searches all available
NetAgentA within same network

4.Configure IP address of NetAgentA
(1)DHCP IP (Default) (2)Static IP

\ J

5. Enter IP address of the 5. Double click NetAgentA 5. Login via HyperTerminal
NetAgentA on browser from Netility

6. Select the compatible protocol under
UPS Configuration webpage of NetAgentA




7.Enter other parameter on NetAgentA
webpage

NOTE 1 : Each NetAgentA has its unique serial number / MAC address and Password.

This is available on the label of each unit. This helps to identify the card information on
Netility

8-C-2E
Password:EA1SF26C
(SRR R

NOTE 2 : NetAgentA with LCD display may obtain the IP info from it.

Example of LCD display format as below

IP address 192.168.0.70

IP Addr IP Addr IP Addr IP Addr

19271687 07 70

Subnet Mask: 255.255.255.0

Mask Mask Mask Mask

255 71255 7255 7 0O

Gateway:192.168.0.1

Gateway Gateway Gateway Gateway

192 71687 07 1




When NetAgentA IP is known, enter such IP address on the browser to login. If non-LCD
NetAgentA model, install Netility software to find and configure its IP address.

i UPS AgentiMy Office) X

& C :{i‘} 192.168.0.224
EED Kl vehoo'sE [ PChome Online 5 @ =@+F %

i

h.; hitp /192 1680224/ £~ & || i UPs Agent(My Office)
L EER RmEER BRY) PSSR LB EHER
G0 ~3 @~ #5F- Z2¥G~ IEO~ @K




4.3 Netility Installation and Setting

B Netility Installation
Netility is tool software that helps the user to search all the available NetAgentA within

network as well as to configure IP address and firmware upgrade. Mount the NetAgentA
Utility CD on CD-ROM and click on Program Installation>Netility>Windows

 NetAgentUtility

stallation Wizard ——
Program Instaliation
NMetility

w53 Lin
Fr

Y Main Menu

__ © Introduction
— D Operating System Supported
-0 System Requirements
© Program Installation

— D View Manuals

ClientMate

Lirr

—— O Contact Information

| ~ I Exit

BEAMELE
BRI NS R -

FRENEIE Tetility ERETIIRMIAH -
TRBJEHN - Fe—T TT—H, « BEREIRMEHN - FE—T "9
A PR

7

B i i 2T —
C:AProgram Files (x86)Megatec Wetility BER)...

Netility installation directory

2@ [F=2®-] [ BB ]

€ Windows Media Center
& Windows Media Player
1 Windows Update

& Windows BERRE
- XPS HRE

EogE T8

© EREs

L 7-Zip

| Megatec

Netility Software

HEEEE

PR
Under All Programs/ Megatec File Directory |4 ==

R B




B Netility Operation and Setting
Netlity main pages divided into 2 sections:

1. Online NetAgentA List 2. Function Selection

2. Function

pp——

Launch |
Web User
Interface

Search for device’s LAN IP

’Ser'sat Number MAC Address IP Address

2827000569 00-03-EA-11-45-F9 102.168.0.29

3927145009 00-03-EA-13-TA-BB 102.168.0.34

3027150530 00-03-EA-13-8F-C2 192.168.0.167
2027154045 00-03%-EA-13-90-7D 192.168.0.35

3927193425 00-03-EA-14-35-89 192.168.0.198
3927106068 00-03-EA-14-41-A% 192.168.0.132
3027213199 00-03-EA-14-84-8F 192.168.0.32

30937225097 00-03-EA-14-B3-09 192.168.0.224
3027302529 00-03-EA-15-E1-81 192.168.0.31

Hardware Fersion: HOW G200

Firmware Versdon:

MACT fddress: 04-43-16-EB-65-64

1. Online NetAgentA

2.5 Refresh List
2.4 About

2.3 Firmware Upgrade

2.2 Network Settings

2.1 Launch Web User Interface

1.2 Individual NetAgentA Info

1.1 Online NetAgentA List




1.1 Online NetAgentA List

When open up Netility , it automatically searches all the available online NetAegntA
within the network with its serial number, IP address, MAC address. Double click on the
specific NetAgentA with valid IP address, it will direct to the NetAgentA’s webpage. (List
refreshes automatically every 2 minutes)

Launch
Web User
Interface

Netilit

Search for device’s LAN IP

2927000569

3937193425
32927196066

Serial Number MAC Address

00-03-EA-11-45-F9

00-03-EA-14-35-89
00-02-EA-14-41-42

IP Address

192.168.0.20

S 3027145000 O0-03EA-13-TA-SE  192.168.0.34
Upgrade 3027150530 O0-03EA-13-8FCZ 1921630167
3027154045  O0-03EA-12-9D7D  192.168.0.35

192.162.0.198
103.168.0.132

2927213199 00-03-EA-14-234-8F 192.168.0.22 =
3937225097 00-03-E4-14-B3-09 102 1680334

3937302529

00-03-E4-15-E1-81

192.168.0.21

Refresh
List

Launch
Web User
Interface

Hardware Version: HDASZOW

Serial Number MAC Address

2927000569

00-03-EA-11-45-F9

IP Address
102.168.0.29

T 3027145008 O0-0%-EA-13-TA-8E 102163034
Upgrade 3027150530  O0-03-EA-13-6FCZ 1021680167
3027154045 O0-0%-EA-13-0D-TD 192168035
3027103235 O0-03-EA-14-36-20 192.162.0.198
307106066 OD-03-EA-14-41-A2 10216800132
3027213108 O0-03-EA-14-B48F 102168032
3087225007 OO-03EAI4-ER09 1921680224 !
3097302508 OO0-03-EA-15-E1-61 192168031

Netility

\WY-lslalsBis] Double click to login to the webpage

Refresh
List

Hardware Fersion: HEYS06
Firmwate Version: 3.5 BY 506
MAC Address: D0-03-EA-14-B3-09

Select10f33




1.2 Individual NetAgentA Info

Click on specific NetAgentA , the bottom column shows its hardware , firmware version
and MAC address. It also shows the total NetAgentA number that found by Netility and

selected
& ®
Launch
E Webh User
Interface

@ el Search for device’s LAN IP

Settings

Serial Humber MAC Address ipadar] Click on NetAgentA
3037000568 D0-02-EA-11-45-F3 102,168
' an 3037145000 O002EA-137AGE  102.168.0.34
Uisgrada 3037150530  O002EA128FC2  102.168.0.167
3037154045  O0-02-EA129D7D 102168035

3937193425 00-03-EA-14-35-89 192.162.0.198
32927196066 00-02-EA-14-41-42 103.168.0.132 / |

32927213199 00-03-EA-14-234-8F 192.168.0.22 =
About 3937225097 00-03-E4-14-E3-09 192.168.0.224 |

Hardware Version

3937302529 00-03-E4-15-E1-81 192.168.0.21 I}? -

; : ioi electlofdd
Firmware Version R 55 BT ikl
are versio — mnws:re r:;wm BB = 3

Refresh
List

Total Number of NetAgentA
found and selected




2.1 Launch Web User Interface

Select specific NetAgentA from the list and click on Launch Web User Interface to
login to the NetAgentA’s webpage

2. Click on — @ @
Launch Web = Web User
User Interface i

Search for device’s LAN IP

Serial Number MAC Address IP Address 1 ClICk on NetAgentA
2027000569 00-03-EA-11-45-F9 102,168,029 )

2027145009 00-03-Ea-13-T4-8E 192.168.0.24

2027150530 00-03-E&-13-8F-C2 192.168.0.167

2027154045 00-03-Ea-13-9D-7D 192.168.0.35

2027103225 00-03-Ei-14-36-89 192.168.0.192

2027196066 00-03-E&-14-41-42 192.168.0.132

2027213100 00-03-Ei-14-84-8F 192.168.0.32 /
Abiout 3037225007 00-03-E&-14-BE3-09 192.168.0.224

3027302529 00-03-Ea-15-E1-81 192.168.0.31 l:.?‘

Hardvsare ¥ersion: HEY 506

Firmware Yersion: 3.5 BY 506
MAC fddress: 00-03-EA-14-B3-09

Refresh
List

Login to the webpage of such NetAgentA

.1 ‘ [1“1:4‘7:3;] NE‘tFeE]erCommunicatiDn Lo
B 5 NetAgentA I e S

ETEIELABIGEGELHGT UPS Information | Network Status

UPS Status

System Information

stt_el:nﬂaius Hardware Version

Remote Control
SMS Modem Status

NetFeeler
System Name UPS Critical Tempearatura 7eotc

Canfigliration System Contact Administrator UPS Critical Capacity 10%
Log Information Location My Office
System Time 16 154714
|
Uptime

Warning will be initiated 0 mi {5) befora

UPS Last Self Test
UPS Next Self Test

Firmware Version

Sarial Number UPS Critical Load 80 %

Send Emall for Dally Report (No)




2.2 Network Settings

B When connecting the NetAgentA for the first time, ensure IP address and other
network setting are correctly entered in order to login to the NetAgentA’s webpage via
browser or HyperTerminal

B When select to obtain IP address by DHCP or BOOTP, IP address and other network
parameter will be assign by the network

B NetAgentA offers 4 network protocols - HTTP / HTTPS / TELNET / SSH for
management with security consideration. If any change on port number, the it require
to enter the full IP address with port number in order to login
For example : HTTP port number change to 81

The full address to be enter on browser should be "http://X.X.X.X:81” (X.X.X.X is
the IP address of the NetAgentA)
For Example : Telnet port number change to 24
The full address to be enter on HyperTermnal should be
"hitp://X.X.X.X 24” (X.X.X.X is the IP address of the NetAgentA)

B When password of the NetAgentA is enabled, it is necessary to enter the correct
password before making any configuration change and firmware upgrade

] Netility Q@E
= o 2 s
| . . Clle on specific NetAgentA
2. Click on

Network , etwiork ~ Search for device’s LAN IP LAN IP
Settings ’

Serial Number MAC Address IP Address

| — 026444347 00-03-EA08-CB-2F  192.168.1.107
Upgrade 3927177694 00-03-EA-13-FODE 1921681105
027207 OOOSER KBS0 IBRRSATONS

|| ® About Fo Con_ﬁgure'
| 1P Address | Advanced | Password |

Hardwate Version: HEY 50k

Select to aSS|gn IP by DHCP

7

Address Confignration

g (" Obtain IP address Fy DHCF

(

Columns requires to be entered for
Static IP address

@ Use following Static [P address
IP Address
IP Address: [162.168 . 1 .110

SubnetMask: | 255 . 255 . 255 . O

Gateway: [ 192 .188, 1 . 1|




Management Protocol

[v" Enable HTTP Function
HTTP port number (1-65534):

[ Enable HTTPS Function

HTTFS port number (1-65534):
Default port for each protocol

[¢ Enable Telnet Function

Telnet port number (1-65534):

[¥ Enable 35H Function

K SSH port number (1-65534):

2 Configure s=Ssl | Once password is enabled and
IP Address | Advanced Pusword | | Enter password configured, it is required to enter the
Device Password - correct password when change any
[v Enable password setting |

setting or firmware upgrade
Mew password: ’W L

Confirm password: TREEERIRAE

|
/

Password Input

Netility Password:

Launch
Web User e I I

Search for device’s LAN IP

Serial Number MAC Address IP Address
3026444847 00-03-EA08-CB-2F  192,168.1.107

3027177694 00-03-EA-13-F9-DE  192.168.1.105
3027225007 00-03-EA-14-B3-08  192,168.1.110

Searching device. ..




2.3 Firmware Upgrade

B This is to upgrade or re-load the firmware to the NetAgentA unit. Firmware version is
available on the official website. Ensure to check the NetAgentA model, hardware
version for the correct firmware version (.bin)
B Ways to select NetAgentA for firmware upgrading
(1) Click on specific NetAgentA from the Netility list
(2) Press and hold on CTRL key then select multi NetAgentA unit from the list=>This
is to upgrade multi units at once

(3) Click on the first NetAgentA from the list, then press and hold on SHIFT key as
well as click on the last unit of the NetAgentA =>This is if all NetAgentA from the list
are same model

# WARING : Please makes sure the multi NetAgentA selected are same model

B [f any failure during firmware upgrading, please upgrade again until it is successfully
done

B While upgrading, red and yellow LED would alternating flashing, or red led flashing.
DO NOT remove any power or cable to the NetAgentA. Once firmware is successfully
upgraded, NetAgentA would reboot automatically.

—|w}

Netlllty Netlllty

Search for device's LAN IP

Search for device’s LAN IP

Serial Numbes MAC Address P Address

i L i MAC Add: I Address
IS OREALLASR tmd i 4 ey Adoreas Serial Number MAC Address 1P Aduress
WSRT OROFEA-IITAME 9ZIGEN3 BEARIGEETRIE 1920680218 54520183 M-ARIGEBTRE 1921690218
FM5E ODOSEA-IRECT 1 F 7 O0-03-EA-DD-D04 1921680250 s e T

& a e 1 C0-03-EA-00-00-84 1921680250

ITISA45 0003-E4- 130010 %5 2! ’5 00-03-EA-D0-00-84 192 168.0.106 0003 EA-00-008 92.168.0.106 £
WAS  O0-03BA-436-09 1 URHBNIGOLEE [ Heey0T Siowe o

r . 2 OFEADO00OE 192168007
555 142 \ i ODEAIILH 2168033
Wrse0e6.  OLOFEA1041AT L : ( o CO-O0GEACOOLT 1311530

WO GOREA-4BEF : L 5
i i R S i SRR AT g : PR R
e i i L S : (O 168021 - OLO3ERDLONS 1911630110
2 12 160 ITS ¥ OO-03-EADL-FDTS 1921680912
Hardwage Versna: lw%? Erlestlof 34 |35 CO-03-EA-0%7312 192.168.0.175
35 i L o
MAC Aduecs 007 EA- L5200 bl

Upgrade Single

Firmwuare :ngk.

File pame:  DAFIRMWARES 5 BY506%3 .5 BY 506.bin t! File name: JD:\F’IRMWARE\B.S.BY5I36\3.5.BY5I36.bin

i 1|

e .
ST ] 1.Select .bin file

{1 it suecess, 0 ot fail.

Device /| Download Status |

392?? Diownload Successtully

3. Upgrade message

4. Cancel to exit

| :

2.Click on Download § : / J |
é_/ Downloadﬂ 2 1 Download ‘ Cancel r\‘J

i




2.4 About

Here shows the current Netility verison
go] e ess

Copyright (2) 2001 - 2013
Mega Bwstern Technologies, Inc.

2.5 Refresh List

The list on Netility would refresh every 2 minutes automatically, however, manual
refresh is also possible by clicking Refresh List

(=

Search for device’s LAN IP Search for device’s LAN IP

Serial Humber MAC Address
3027225097 00-03-E4-14-B3-09

Serial Number MAC Address
3027225097 00-03-E4-14-E3-09

IP Address
192.168.0.224

IP Address
192.168.0.224

Firrrmw are
Upgrade

Click on Refresh List

About / SearChlng

HelectOof 1 Searching device .. s

T Netility [

Launch
Web User
Interface

Search for device’s LAN IP

Serial Number MAC Address 1P Address
3927000093 00-03-E&-11-44-22 192.168.0.19
PRt are 3927000569 00-03-Ed-11-45-F9 192.168.0.29 J_
Upgrade 3927145099 00-03-E&-13-74-88 192 16Epens

3927150530 00-03-E4-13-8F-C2 192 168
3927154045 00-03-EA-13-9D-7D 192 168 LISt OUt a” the Onllne NetAgentA
3827193225 00-03-EA-14-36-89 192 168 10w

|
3927196066 00-03-EA-14-41-42 192.168.0.132 |
About 3937213199 00-03-EA-14-84-8F 192.168.0.32 |
30272325097 00-03-EA-14-B3-09 102.168.0.224
Hardware Version: HEY506
Firmware Version: 3.5 BY506
MAC Address: 00-03-EA-14-B3-00

Seleot 1 0f 33




4.4 NetAgentA Web Interface & Setting

= |Information > UPS Status
e UPS Status

This page is to show the current UPS connection status in graphic mode with Voltage,
Frequency and other information.

.1 ‘4 [17:27:37] UPS Load Normal (50%)
T NetAgentA G

o g

UPS Status

Remote Control Voltage Rating: 1500 Frequency Rating: 54.¢ Batiery Voltage Rating: 12 50
5SMS5 Modem Status

Configuration
D Log Information
@ ]

UPS Manufacturer:

UPS Firmware Version:

UPS Model:

B Information > System Status
e System Information

Here shows all the basic information of the NetAgentA such as hardware / firmware
version; Serial Number; Uptime...etc.

r::% NetAgentA

System Information

n ?:2?:?2’] EJPS L..oad Normal {50%)

UPS Information i Network Status | Wireless Status |

E: |

System Status

Remote Control

Firmware Version
SMS Modem Status

Serial Number

System Name

Configuration System Contact
D Log Information Location or

System Time 20190111 17:40:17
O o

Uptime 01:01:58

Warning will be initiated 1 minute(s) before Scheduled Shutdown Event

Hardware Version

UPS Last Self Test -

UPS Next Self Test -

UPS Critical Load 80 %
UPS Critical Temperature To0tC

UPS Critical Capacity 10 %

Send Emall for Dally Report 0:00




B Information > System Status
e UPS Information

This page shows UPS information/Battery Information/Rating Information. The data is
obtained from the reply of UPS or the settings from [UPS Configuration] webpage

., ‘ T17:27:32] UPS Load Normal (50%)
B 5 NetAgentA i -

System Information REEERRIERIENEIE Network Status | Wireless Status

UPS Information

i e UPS Manufacturer MegaTec

Remote Control
UPS Firmware Verslon
5MS Modem Status UFS Modst

MI1000K
Date of last battery replacement 201810704

D Log Information Numiber of Batteries
-,

Battery Charge Voltage 2287TY

Rating Information

Voltage Rating 1500V

Frequency Rating

Battery Voltage Rating

B Information > System Status
e Network Status

This page shows the network information of NetAgentA.

[17:27:32] UPS Load Normal (50%)

UPS Information EUERTEISSEUTEN Wireless Status

System Status
I MAC Address

fctiat et Email Server smilp. gmad. cor
Remote Control 1

| /| Connection Type Time Server

SMS Modem Status | S——
i’ | PPPOE IPV6

Log Information

|
Configuration ‘
{

| IF Address IP Address
T
! . Subnet Mask LinkLocal Address fef0: 203:eafffe18:c824/04
l Gateway Bto4 Address
Primary DNS Server Gateway
Secondary DNS Server Primary DNS Sarver

Secondary DNS Server




B Information > System Status
e Wirelss Status

This page is to show Wireless connection status and information when NetAgentA
communicates via the compatible WiFi dongle

; [17:27:32] UPS Load Normal (50%)
B NetAgentA o

m System Information | UPS Information | Network Status RUNEEEER RS
System Status
L MAC Address Primary DNS Server
Remate Control

I Secondary DNS Server
SMS Modem Status

1P Address IP Address

D Log Information Subnet Mask LinkLocal Address
- Gatoeway 192.168.66.1 Cateway

B Information > Remote Control

User can perform several tests to the UPS remotely. Once the option is selected, please
click on Apply in order to execute it.

.1 J\ 17:27:32) UPS Load Normal (50%)
Y NetAgentA l wic |

1
o oo | g o]
UPS Status
UPS Testi
System Status .

® 10-Second Test

Remote Control

,————————— Deep Battery Tost for 10 minute(s)
SMS Modem Status .

Test until battery capacity below 10

I e
Configuration Conicel Test

Log Infarmation =
CEETEEEE | e

Oy | e

Put UPS in Sleep mode for (&3 minute{s)

Wake up UPS
Reboot UPS

UPS Buzzer On/Off

ooy | e |



B Information > SMS Modem Status
This page shows the Modem status when GPRS modem is connecting with NetAgentA

., l\ [18:00:01] UPS enter Sleep Mode.Power will be cut off
B i N etAg entA

I

I s Btormmation
System Status

Modem Manufacturer

Control
Modem Mode

SMS Modem Status

Configuration
Service Provider
D Log Information Central number of SMS service

SIM card PIN is correct or not

Modem Firmware Version

GSM Modem Current Status

B Information > NetFeeler
This page shows the environmental status when USB NetFeeler/ NetFeeler Il and its
accessories are connected with NetAentA.

.1 m‘t 16,56:42] UPS Load Overrun [B0%)
B 5 NetAgentA -

|

ratus
NetFeeler ;
== Gas Status ormal e
Configuration smoke Siatus Narmal Secul
Log Information st
Secunty7 Satus
Management

¢ 56 % Jrity2 Stat: ol
-

B Configuration > UPS Configuration
e UPS Properties (Please refer to your UPS specification)

UPS Communication Type:

In order to establish theconnection between NetAgentA and UPS, select
the compatible protocol which your UPS supported from the list. Wrong
protocol selected would cause no communication at all. (Megatec is
default protocol)

Number of Batteries :

Enter the number of battery that the UPS has.

Battery Full Charge Voltage (V) :

Enter the number of the full charged voltage per battery cell. (2.267 is default, this is
recommended not to be change)

Battery Exhausted Charge Voltage(V) :

Enter the number of exhausted voltage per battery cell. (1.667 is default, this is
recommended not to be change)

Date of Last Battery replacement(mm/dd/yyyy) -

Enter the date of last battery replacement for record




m ¥
Ve =

CEE—

UPS Communication Type

TI8:00:01] UPS enter Sieep Mode.Power will be cut off

Number of Batteries
Battary Full Charge Voltage (V)
Battery Exhausted Charge Voltags (V)

Date of Last Battery Replacement (mmidd/yyyy)

[ows
[owstosem |
T

@] oo |
O

e Testlog

Test UPS Every

Week /2 Weeks/ Month / Quarter UPS can be selected
Start Time of UPS Test (hh:mm)

To enter the time to begin the test

UPS Test Type :

Test option can be select from the drop down list
UPS Data Log :

To enter the time interval to refreshing data

[18:00:01] UPS enter Sleep Mode.Power will be cut off

O T

UPS Configuration Test UPS evary
Starl Time of UPS Test (hh:mm)
UPS Test Type 10-Sesond Test
IE
| Emal
E

UPS Recorder

UPS Data Log o Minute{s) (-1 =

System

D Log Information




e Warning Threshold Values

Time out after loss of connection :

Send warning alarm when NetAgentA and UPS lost connection at this configured time
Critical Load(%) :

When loading reaches at this % configured, NetAgentA will send warning alarm

UPS Temperature (C) :
When UPS temperature reaches at this degree configured, NetAgentA will send warning
alarm

Critical Capacity (%) :

When UPS battery capacity reaches at this % configured, NetAgentA will send warning
alarm

tAg e ntA [18:00:01] UPS enter Sieep Mode.Fower will be cut off

UPS Properties | RN Warning Threshold Value

Time out after loss of connection 30 seconds -+
Critical Load (%) B0
Critical Temperature (*C)

Critical Capacity %)

[roon | s

D Log Information

B Configuration > UPS On/Off Schedule
e UPS Action
When selected event happens at configured time range, UPS will be shut down

‘[18:28:13] UPS communication has been lost.

UPS Action JGELUIEETGLTN] Weekly Schedule | Date Schedule | Wake On Lan

Configuration
UPS Configuration During[00.00 | -[23:59 nmolfUPS. v jafter|1
UPS On/Off Schedule m
Wireless LAN Na. During Time Interval{HH:MM) Event Device Delay Time
_ 00:00 - 23:59 UPS Load Overrun UPs

minutes.

¥ | occur, then

« if| UPS Load Overrun

1 3 [Delete]
% 2 00:00 - 23:59 AC Power Failed uPs 3 [Delete]
' 3 00:00 - 23:59 UPS Battery Low uPs 3 [Delete]
' 4 00:00 - 23:59 UPS Temperature Overrun uPs 3 [Delete]
M 6 00:00 - 23:50 Environmental Temperature Undarrun uPs 3 [Delets]
] 00:00 - 23:59 Environmental Water UPS 3 [Relete]
10 00:00 - 23:59 Environmental Smoke ups 3 [Delate]
D 12 00:00 - 23:59 Environmental Security 1 UPS 3 [Delete]

3 [Deleta]

@ 13 00:00 - 23:59 Environmental Security 2 UPS




¢ Remote Shutdown

This is to shut down the network server when selected event happens without install
shutdown software. Event needs to be adding under UPS Action first and then enter the IP
address of server that wish to be shut down by SSH or Telnet with compatible shutdown
command of the server system. (Telner Server must be enabled on the PC)

For example: To shutdown Host 1 (Windows server) and Host 2 (Linux server) after 1
minute when AC power failed.

First, go to UPS Action tab, select event of “AC Power Failed” then select “shutdown Host
1%, press on Add. The action will be add in the list. Then the same for Host 2, select event
of “AC Power Failed” and select “shutdown Host 2” from the list and press on Add to be in
the list.

.‘ m [ ?:24'.07]‘ UPS enter Sleep Mode.Power will be cut off
B 5. NetAgen tA

m UPS Action EEEGTIEEAITG T Weekly Schedule | Date Schedule | Wake On Lan
|_UPS Onoft Schedule ____ g =3
No. uring Time Interval{HH:MM] Event Device Delay Time
00:00 - 23:59 AC Power Failled host1{192,168.66.222) 1 [Delete]
2 00:00 - 23:59 AC Power Failed host2{192.168.66.223) 1 [Delete]
00:00 - 23:58 UPS Load Overrun ups 3 [Delate]
["sopiy | meset |

System

D Log Information
O

Once action is added, go to Remote Shutdown tab, enter the domain IP for Host 1 and
Host 2, select Telnet or SSH for access and then enter the user name/password of the
server with its shutdown command of the server. For Windows, “shutdown /s“ is the
shutdown command. For Linux, “halt” is the command to shut down. For MAC, it is “sudo
shutdown” as the command.

Below to check command menu for different system
- Windows : shutdown/?

- Linux : shutdown —help
- MAC : sudo shutdown

=,. s N etAge ntA [!%:‘3:0?]‘ UPS Load Normal i?g':ﬁ

Wake On Lan

Weekly Schedule

Date Schedule

5 |

i Domain Name | IF Login Mode Port User Mame Password Shutdown Commands
Host! 10216866222 | (Telpelw | 23 Adminisbrator s shiutd
Host2 192 166 SSH v 22 root it
Hostd hatt
Hostd ha
Hosts 55H ¥ 22 hatt

Hostd 5 v 2z Pralt Test

EX—— m— = =

[ SMSModem |

I

.

@ e | L e

(@ warsgomert |




e Weekly Schedule

This section is to set the time to turn on/off the UPS each day in the week.

[18:28:13) UPS communication has been lost.

Weekly Schedule

Date Schedule | Wake On Lan

(W]  womaion W ups acion | Remote shutdown
| Configuration

| UPS Configuration Turn On (hh:mm) Turn Off (hh:mm)
| UPS On/Off Schedule Sunday 0800 18:00
S Mondsy
| Wireless LAN ; Y—
L — Wednesday
[ Emat 0 | -
E Fridey
| WebiTelnetiFTP
| Saturday
BACnet
| SMS Modem
m Warning will be Initigted 1 minute v  before Scheduled Shutdown Event

D Log Information | m
(@] waragement |

e Date Schedule

This section is to set the time to turn on/off the UPS on particular days.
The settings here override the settings in Weekly Schedule.

Warning will be initiated X before Schedule shutdown event

NetAgentA will send a warning message before a scheduled shutdown. This section sets

the delay time period after the message is sent and before the scheduled shutdown is
started.

[18:28:13] UPS communication has been lost.

Date Schedule JRUETTReYED]

E cl | Remote Shutdown Weekly Schedule

UPS Configuration Date (yyyy/mmidd)

UPS OnlOff Schedule

Wireless LAN

Turn ©n (hhimm) Turn Off (hh:mm)

WebiTelnetiFTP

NetFeeler Warning will be initiated 1 minute | before Scheduled Shutdown Event
D Log Information
@




e Wake On Lan

This section is to wake the PC within the network when AC recovery, or, when battery
capacity reaches at configured %. (Make sure the PC has such function supported and
configure as “Enabled” under BIOS.) Enter the IP address of that PC and system would
search its IP accordingly.

=1. l‘;} : N etAg e n tA 1?8:28:1:1]. UFs.communlv:a.tlolfa has been lost.

- - —
.Qm UPS Action | Remaote Shutdown Weekly Schedule | Date Schedule RUETSReTRET]

[ e [Jr——
: UPS Configuration Host1 IP: MAC:

| UPS ON/Off Schedule Hostz IP: MAC:
I’

| Wireless LAN Hostd IP: MAC:
Haosts 1P MAC:

Hosté Pz MAC:

aleleelsle]e

HastT P MAC:

Hosté IP: MAC:

-

BACnet =

|
| NetFeeler Wake up remote host after power restore
| 1 hes to |1
| Syst Wait untll battery capactly reaches to 10

!D Log Information
|
O

B Configuration > Network

This page is to set NetAgentA’s Network settings.
o |IPv4
NetAgentA and DNS IP address can be obtain by drop down list with option of Manually,

Using DHCP, or Bootp. If the IP address and DNS has been configured on Netility, then
info will automatically show here

[18:28:13] UPS communication has been lost.

E [SE IPvié | Ethernet | Dynamic DNS | PPPoE | (7]
R oo

UPS Configuration IP Address 1592 168.66,117

UPS OniOff Schedule Subnet Mask 25

Network Gateway
Wireless LAN Obtain an IP address

DNS Server IP

Primary DNS Server IP 192.166.60.1

Secondary DNS Server IP

WebiTeinet/FTP
BACnet

Obtain DNS Server IP

Moo Loy [ o

System

O
(@] wanagement |




o |Pv6

All NetAgentA series supports IPv6. IP address can be obtain from the drop down list with
option of ( Automatic ~Stateless DHCPV6,DHCPV6,Manual )

#Once click on Apply, NetAgentA will reboot

[18:28:13] UPS communication has been lost.

IPv4 WIS Ethernet | Dynamic DNS | PPPoE 0

| UPS Configuration IP Address
| UPS OniOFF Schedule 1PVE Prefix o4

| Network Gateway
i Obtain an address *
i_ Router Discovery Autoresend
|_ Maximum Number of IPvE Prefix
|

! e e ' DNS Server IP
e o ——

Primary DNS Server

| smsmodem | (N

[ MetFesler |
| System will reboat when these flems have been Applie

|

;D Log Information

I Reset

| Lo [ e

5000

e Ethernet

Connection Type

This section is to set communication speed between NetAgentA and Network.
#Once click on Apply, NetAgentA will reboot
Stop UPS communication when Ethernet disconnected

This section is to set if to stop UPS communication when NetAgentA disconnects with
Ethernet

Modbus on TCP Device ID

Enter device ID to read/write data when using Modbus on TCP communication with
Megatec protocol and Modbus Register Table

-‘ ,‘.‘ 18'28'13. UPS communication has been lost
- NetAgentA ey :
m Pva | 1pve BEGEGE Dynamic DNS | PPPOE [7]

5 oo |
; Stop UPS communcation when Ethernel disconnected

| Network

Wireless LAN

Medbus on TCP Device ID

EC EEAEES
| Web/TelnetFTP

T
T

T




e Dynamic DNS

This is a free service that allows the user to alias a dynamic IP address to a static
hostname. Ensure account/password has been registered from the DNS service provider

Service Provider

Dynamic DNS providers can be select from the list

Domain Name

This is the Domain Name you have created from the above selected DDNS provider

Login Name
This is the Login / Account name that you have created with the selected DDNS provider.

Login Password:
Enter the Password you have assigned to your DDNS Account.

Use external STUN server to get Public IP to register
Choose Yes to ensure that NetAgentA uses the WAN / Public IP to update

the selected DDNS server

36.231.48.6<=>3927225097 .icvd9.net

HetAgent
Your Public IP = 36.231.48.6

STUN SERVER

DDHS SERVER

F:._-'-:‘ pt h ..
|NTERNE'|; Cﬂeu\gent— 392?22509?.icv99.net)

%DSL MODEM T
Public IP = 36.231.48.6 TG

Broadband ROUTER

C MetAgent = 192.168.66.101 )

NetAgent
Private IP — 192.168.66.101 =

o %



If to use iICV99.net as Service Provide which host by Megatec, instruction as below:

1. Ensure NetAgentA is able to connect to Internet. Select icv99.net from the drop down
list of the Service Provider. The Domain Name and Login Name will automatically be
fill-in with serial number of the device. Enter the password of the NetAgentA which is
printed on the NetAgentA label, then click Apply.

(B womaten |
1.Select icv99.net E : :im“

etwor

Login Name

Login Password

2. Enter password

Use external STUN server to get Public IP to register

Prifmary STUN Server iP 211216753 3 CIle Apply

Secondary STUN Server [P

Web/Telnet/FTP

@] oo |

2. If using router, please login to router and direct IP and port number under virtual
server for port forwarding. Kindly refer to router's manual

Router Configuration

VIRTUAL SERVER

PORT FORWARDING

e e e The Virtual Server option allows you to define a single public port on your router for redirection
APPLICATION RULES to an intermal LAMN TP Address and Private LAN port if reguired. This feature is useful for hosting
e anling servicas such as FTP or Web Sarvers.

QOS ENGINE )
NETWORK FILTER | Save Settings | Don't Save Settings |
ACCESS CONTROL
24 — VIRTUAL SERVERS LIST
WEBSITE FILTER
Port Traffic Type

IMBOUND FILTER

MName I Public Port Protocol  Schedule
BN e |BYs06 | =<l application vam= ¥ | 8o | [tTce * | [alweys ¥ |
ROUTING IP Address Private Port _ Inbound Filter

ADVAMNCED WIRELESS {152.168.66.101 |i{|s Computer Name ¥ | |g0 | 6 ;_._&Ilc-w Al T |




3. After 20 minutes, NetAgentA should be login with its DDNS Domain name

A @ hitp//3927389963.icva3.net/ e

FD;“-?Q:S!} ‘Connection with time server failed.

System Status Harcware Version HDARDE UPS Last Self Test

Remote Control "
Firmware Version
[ swsmodemstatus | SN

System Name

i Log Information it
System Time

O, |
Uptime

Warning will be initiated 10 mi {s) before 1 Event

UPS Next Self Test
UPS Critical Load

UPS Critical Temperature

UPS Critical Capacity 0%

Send Email for Daily Report (Mo}

iMage Server Dynamic Domain Name Server (DDNS)

S S
59.124.23870

WAN

itp://abeiCV99.net

" without with

/ Remote r ¥ Cﬁ/_\
" A
imw? ;:hru.r J DDNS ? DDNS

L

'_, y j [Nore : This i= 3 free sarvica, It llows you to alias 2 Dynamic 1P ... (more) :[
- i . .

S/N:Y-3927225097 M. _ - Domain Name (2927225097 Licvedunet
MAC:00-03-EA-14-B2-E0

Password:24831D03 = I Domain Password [sesssses -~ Lsignin.]
M 0 _‘ J :
— war
MNote: If you are expenencing problems when using 1E8 on Win?, please make sure to install the latest updates from Microsoft.
Dynamic Domain Name Server (DDNS)
: : : Logout

Stepl : Registration Step? : Set Domain Name and Click Done

Product Serial pumber |3927225097
Ragister 1P 127.0.0.1
pefault Domain Name |2927225097.iCV99.net

Set New Domaln Mame ,b'Ey_S{_JS N - __i.iCVQQ..ﬂet New Domain name

Domain Password

(eass | Enter new password
* Blank = Use existing password
Reqguired, if a new domain name is
assigned. Must be 4 to 10 characters
(0-9, a-z, A-Z only).

ttc@gmail.com| x| Enter email
Required fizld. Used to retrieve
Lost/Forget password.

Re-enter Password

E-mail addrass

Done

Click on Done




e PPPOE

Use this option to allow NetAgentA to connect to the Internet directly using your xDSL
modem by PPPoOE. Enter the Login name and password to enable the connection. Once
set-up, NetAgentA will connect directly to the Internet , any abnormal connection failure
would also cause to re-dial

" INTERNET

ups NetAgent DSL MODEM

m ¥

§ s NetAgentA

Q! IPvd4 | IPv6 | Ethernet | Dynamic DNS Rggeiis
] oo |
|
UPS Configuration | When Connection should be mads [Connect always + | .
UPS On/Off Schedule | | isitine Enter Login Name

Netwaork
Wireless LAN |

Login Password

Enter Password

Webl Telnet/FTP |
BACnet |

|
v |

D Log Information |
O




B Configuration > Wireless LAN

This is to configure NetAgentA Wireless network with compatible USB wireless dongle.
Login to the Wireless Router

(1)SSID : Name it (any)

(2)Authorization : Select WPA2-Personal

(3)WPAEnNcryption : AES

(4)WPA-PSKKey : Enter any password (8~63 digits ASCII code)

= C | @ F£Z | routerasuscom/index.asy

Eng

t3,0,0.4,380_ 10446 55

IP: 61.64.210.72
etagents.asusco
min.com
e

=REN

FEEEEMES

WPAZ-Personal 8

o EEFER(LAN)
B Ammisowan)
IPvE

VRN HEEn LAN MAC {53

/iSUS RT-ACS3

B =380 _1044 —RTAC53_2.4G ASU
G| AT

2.4GHz
HEWRBREPIES ldfe

) W ETE
46312037
N RS (LAN)
SERPERS (WAN)
IPv6
. VPN
50 @ 0 PN

Bl K ES
ek




(1)Connect U1 Tamio dongle to NetAgentA card ( If it is model-DA806, use the M2509
cable to convert),

(2)Press WPS button on Tamio dongle for 2~3 seconds until the yellow LED begins
to flashing.

LAN cable is not
reauired

WPS Button

WPS Setting for the wireless router :

When yellow LED of the NetAgentA is flashing , open up WPS setting page of the
wireless router. With WPS connection mode,

(1)Select "WPS button”

(2)Click on”Start”

/iSU= RT:ACS3 = BT TWPE v

S s

SEIET ERIRME N+ 3.0.0.4.380 10446 551D ASUS_RTAC53 2.4G ASUS_TED_5G

" mmares

Hx

B

TR - WPS
FvsE

hEHE

N

FEHBEMESL

R
Hithe PINGS

% EEFEB(LAN)

3 SEBEEE(WAN)

IP¥6

YPN
B PN




NSUS RT-ACS3 =i EpENS

ErEE MIQEEHR FREGF : 3.0.0.4.380_10446
Ty SSID: ASUS_RTAC53 ?.4G ASUS_RTAC53_5G

—igidE WPS WDS B MAC #iibRIEER  RADIUS B BT

—B3F -
SESERpE WP Start WPS Connection
b Process
WS (i-Fi Protected Setup) TSRS T —EE R A0SR HNE -
ShigHis
BB WPS -

s Byisas 2.4GHz

FEEEENER BRI StartiWPS Process

BE =
— P

& PIN 46312037
o Shoks PINGE

" EUTLESBLFIE— S AR E—E WPS B :
P BRI LAN]
o FATBERTE HEIWPS R - (S TIAHESEENG WPSIER) | RERTREREREN£ e WS B
SHEBRBR(WAN) Gl
o k2 ¢ BRRYRES WPS I IEB R SPINGG e ERPINVEI RS\ FEHPINTBIERAE (R - EEmE
SRFEERE BT RS S EEWP Thi - ELMBRFARRTEE WPS I - OEBETTIEr TR
HEERAEIS T (581D) MBS -

IP¥E

. YPN

® s s O RIS PINGS
WS SRR
=15

JislLi=> RT-ACh3 T EEEE ey

Fot SEIEEF: SRR IR+ ¢ 3.0.0.4.380 10446 SSID: ASUS_RTACS3 _2.4G ASUS_TED_5G
,' | T

—iwiE  WPS WDS  BIR MAC #hibRIESE  RADIUS E  EERT

— RS

When WPS connection successfully, the yellow
Fs e LED on NetAgentAA stop flashing

VRS (Wi-Fi Protected Setup) TRESIERIER TE—E3 2R -

ML - WPS

hAE
FR WPS ON

BEES BaiiEs 2.4GHz

FREHEEEMES SEERR AR Slccess

BEE =
— =2 BESE

e & PN dB312037
o EHs PINGE

B SR FE— e WhS FEE
iR (LAN ) _
o A1 MR LR WPS IREE - (SR TRAESREEN WPS IR - AR TR EEERE LA WPS 3T
SHERERE (WAN] TR 3 39 -
o 2 : EEERR S VRS 2SR IS A R RIS - TE AR PN e ) AP NI RS [ERes | - BEETLE
SREREA TR IR S HIEWPCTIRE « SIMREA ST FIE WPS I « SRS T AR b mE
HEERRRR RS (55I0) DEITERE -

IPv6

Owips s ® RS PINGS
WS AR, ¢
fis o




Open up Netility to login to NetAgentA :

(1)Once NetAgentA is connected with wireless router via WPS, Netility should be
able to find this wireless NetAgentA
(2)Login to NetAgentA’s webpage , under Configuration > Wireless Lan
webpage, it shows
the wireless signal
(With distance of 6-10 meters. Router RT-AC53 still shows with full signal)

2 Netility » O

Launch
Web User
Interface

Search for device’s LAN IP

Serial Humber MAC Address IPvd Address
3841987380  FO-97-E5-00-13-34 192, 168,50, 109

-

Firimware
Upgrade

About

Hardware Version: HDASOT
Firmprare Version: 3.6.DASDE
MAC Address: FO-97-E5-00-13-34
Refresh
List

il DASDT 8 1(192168661 X

< C | O 192.16850.109

[09:47:36] NetFi

SSID MAC Address Hetwork Secrity AuthiEnc)

Wireless LAN » ASUS_RTACS3 246G 2ctdat D228 Secure Network WPAZ PSK{AES)
E » Mi_Daniel 286c:07503263 Secure Network WPA-PSKAWPAZ . PSKIRES)
» CableWiFIZAG B:02:8eeche Secure Network WPAZ PSK(AES)

Web/TelnetFTP

BACnet * Kiaomi_0679 28:6c:07:64:06:7a Secure Network WPA-PSKAWNWPAZ. PSKIRES)

SMS Modem » Megatec_Mi O:4:20:5010:12 Secure Network WPA PSKAWPA2 PSKNES)

HetFeeler
» EclipseTaipei-AP02 10630036 Secure Network WA PSKAES)

G Log Information » Megatec_SMC 00:1317:a0:44:52 Secure Network WPA.PSKWWPA2 PSKIAES)
» DASAN GONT 00:0:cheef06:22 Secure Network WPA2-PSK{ALS)
When NetAgentA connects with wireless router, it shows WP PSK(AES)

this sign to indicate the router that NetAgentA is connecting.




B Configuration > SNMP

This page is to configure NetAgentA SNMP settings to be used by NMS ( Network
Management System). (e.g: SNMPView, it is available on the NetAgentA Utility CD.)

SNMP
Manager

Get the value of a MIB object K—T

' —
Response Lh_

Trap ==

p GetMNext

Response =

NetAgent 001 NetAgent 002 MetAgent 003

UPS 001 o UPS 003



e General

MIB System
System Name

This section is to give a name to the NetAgentA.

System Contact

This section is to give a name to the administrator.

System Location

This section is to set NetAgentA location.

SNMP UDP Port

NetAgentA SNMP Port :

The port that NetAgnetA receive and send SNMP command. (Default is 161)
Trap Receive Port :

The port to receive trap. (Default is 162)

SNMPv3 Engine ID
SNMPv3 Engine ID Format Type :

When using SNMPv3, NetAgentA requires to have its Engine ID for identification to
generates authentication and encryption key . Format type can be select from the drop
down list with option of MAC Address / IPv4 / IPv6 / Manual

#Once click on Apply, NetAgentA will reboot

SNMPv3 Engine ID Text :

SNMPv3 Engine ID content

ims
L B

(% oo |

NetAgentA

MIB System

gm [EELEET Access Control | Trap Nofification | Device Connected 9

UPS Configuration
UPS On/Off Schedule
Wireless LAN

| snmp

Web/Telnet/FTP
BACnet

D Log Information
@ |

System Name UPS

System Contact

SNMP UDP Port

System Location My Office
NetAgent SNMP Port 161

Trap Receive Port 162

SNMPv3 Engine ID

SNMPv3 Engine ID Format Type * MAC Address

SNMPv3 Engine ID Text

[ ooy | Reset |




Access Control

Manager IP Address -

This is to set the IP address that the administrator can manage NetAgentA from. It is valid
for up to 8 IP addresses. To manage NetAgentA from any IP address, enter *.*.*.* into
Manager IP address.

Version:

This is to select between SNMPv1& SNMPv2 or When select All and V3, user name,
password, authentication and privacy are required

Community :
This section is to set a Community name for NMS. The community name has to be as the
same as the setting in NMS. (Default is public)

Permission :

This is to set authorities of administrators. Options are Read, Read/Write, and No Access.
Description :

This is to make note for administrator’s reference

Em General QEESSTRSTTIGIE Trap Motification | Device Connected

5 oo
e
m|
KT

SNMP

,
T syl =

Webi Telnet/F TP I
l
SMS Modem

Auth. Protocol  MOS v Privacy Protocol DES »
Auth. Password s Privacy Password [-sssss-s

e | At least 8 characters |- -

NetFeeler ZEX Al " » pasbiic NoAccess v

D Log Information

= |
| " e Al "W
@ Management |

*» priblic No Access_*
**** means any IP I

*»

Trap Notification

Trap Notification
Destination IP Address :

To set receivers IP address for receiving traps sent by NetAgentA. It is valid for up to 8 IP
Addresses.

Accept :

Select the trap type of its SNMP version or Inform from drop down list. When SNMPv3 trap
or SNMPv3 Inform is selected, username/password and authentication information are
required.

Community :

Trap receiver and NetAgentA must be same community. (Default is public)

Trap Type :

Select from PPC MIB or RFC1628 MIB (Default is PPC)
#*MIB file is available in the CD provided with NetAgentA




Severity :
This section is to set Trap level for each receiver. There are three levels as below

O Information: To receive all traps.
O Warning: To receive only “warning” and “severe” traps.

0O Severe: To receive only “severe” traps.
( Please refer to NMS manual for Trap levels.)

Description
This is to make note for administrator’s reference
Events :

This is to select events for NetAgentA to send traps. Click on Select to show the full Events
List. Click on Test to send test trap to ensure all setting is correct

Send Power Restore and Adaptor Restore Traps for X time(s) in X second(s) Interval.
This is to set number of trap to send in preset second when power restore on NetAgentA.
This is to check if the communication between trap receiver and NetAgentA remains well
or not after power recovers

SNMP Inform Request

This is to set the number of times that the NetAgentA can request a response from the
sending Inform host with a preset value. (Default is 3 times and an interval of 5 seconds)

3 a5 NetAgentA

N
UPS Configuration |

A LUGT Trap Notification =R

| uPs oniof Schedule |

KT

| WebrTeinetFTP | No ] | e FPe =] [Tmanon [ seiect | st |
BACnet

162.168.2 43 SNMPYE Inform » [ |pub PPC Y nformediorn: ¥ o

SMS Modem
System Send Power Restors and Adapter Restore fraps for 0 time{s) in 0 socond(s) interval

O --

(@] worssmore [ 51048 nform Request .|

Number of Retries

Timeout {sec)

User Name |abc
Auth. Protocol | MD5 v Auth, Password  «sessess
Privacy Protocol DES v Privacy Password «sssssss

Manager Engine ID



Device Connected

This section is to set the usage power and connection status of other devices which
connects to the same UPS as NetAgentA uses.

58 NetAgentA

_ o Gl T
[B] o o | e o | et

UPS Configuration | evice ating (%) onnecte
UPS On/Off Schedule

e

WebiTelnet/FTP
BACnet

NetFeeler

D Log Information |
O

B Configuration > Email

To send email notification when event occurs or data log. Encryption supports are
SSL/TLS/STARTTLS
Email Setting

Email Server:

Enter the address of email server
Email Port:

Email Port that use for sending email
Enable SSL on Email Transmission:
Select SSL type for email transmission

Sender’s Email Address :

To enter the email address that for sending email
Email Server Requires Authentication :

If such email server requires authentication or not
Account name :

If authentication is required, enter its account name
Password :

If authentication is required, enter its password
Sending Test Mail :

Enter email address to check all configuration is correct or not to receiving mail




8 o5 NetAgentA

J [SUEHESNT  Email for Event Log | Email for Daily Report [

! Configuration
PS Configuration Email Server samip. gmiail.com
PS On/Off Schedule Emaif Port 46

[08:19:06] Mail has bean sent

Enable S5L on Emall Transmission

Sendors Emall Adaress
_ Email Server Requires Authentication
Account Name

Password

Sending test mall

ro | e |

] Log Information

|Test Email Received

(4] 1] ] | % Lk
UPS Agent(192.168.66.106):This is a test email BER =

ttc@gmail.com <ttc@gmail com> -
= fhy b

If you received this test mail it means that your mail settings are correct.

e Email for Event Log (To received email notification

To set email addresses to receive warning email sent by NetAgentA when selected event
occurs. It is valid for up to 8 Email addresses.

m Email Setting ESUEIRGE=TIRENE Email for Daily Report

Configuration
UPS Configuration Send Email When Event Ocours | YES v
UPS On/Off Schedule Accountt o ——

Select
| Mework - Soect
m Acocountd
E | | oo

Email
Accounts

Web/Telnet FTP
BACnet
SMS Modem
oo [ o

BT

Account?

2

Accountd Select

Management



e Email for Daily Report (To receive daily report)

This section is to set email addresses to receive NetAgentA’s Daily Report at pre-set time.
It is valid for up to 4 email addresses. Daily report will be the content of event and data log.

e NetAgentA

Q Email Setting | Email for Event Log [SSEURETEETE ISR

R oo |
UPS Configuration Ado

UPS On/Of Schedule | Account2

I
[ Nework NS

Wireless LAN |
|

ountt

Agcountd

Send Emall for Dally Report (hhzmm) ND v

E—
o et | et
R

O —

Ne!Feeler |

r:l
@ Management

B Configuration > SMS

When UPS events occurs, it allows Short Message Signals (“SMS”) to be sent and
received using a GSM/GPRS/CDMA Modem. Operation information are as below for
single and three ports of NetAgentA.

Y 4 Local Modem

UPS NetAgent SMS MODEM

=
’ L]
- Remote Service
= __oum .
1 |
upPs NetAgent HUB SMSE SERVER SMSE MODEM

e SMS Setting

Send SMS When Event Occurs:

O Disable : No SMS Service

O Use Local Modem : When GSM modem is connected to NetAgentA directly
(Refer to SMS Modem section for its installation)

O Use Remote Service : When GSM modem connects to PC with SMS Server

software installed
(Refer to SMS Server section for SMS Server Software installation)




SMS Server :

If select to use Remote Service to send SMS, then enter the IP address of the SMS
Server.
(The PC that installed SMS Server Software)

SMS Port :

If select to use Remote Service to send SMS, enter the port number that SMS Server uses
for sending SMS. (Port 80 is default)

Account Name :

If select to use Remote Service to send SMS, enter SMS Server’s account name if
required

Password -

If select to use Remote Service to send SMS, enter SMS Server’s password if required
Sending test SMS -

When modem and configuration are ready, enter a mobile number to receive testing SMS

8 o5 NetAgentA

m CUER-TINGE Mobile for Event Log

UPS Configuration Send SMS When Event Occurs
UPS On/Off Schedule SMS Server

Sending test SMS Test M5

D Log Information
O




e Mobile for Event Log

To set the recipient’s mobile number for SMS notification when event or NetFeeler event
occurs. A total of 8 mobile numbers can be assign.

8 o5 NetAgentA

O °

Configuration

UPS Configuration Cellular Phone numbert

UPS OnlOff Schedule Cellular Phone number2

kb i Ceflular Phone numbar4
| sump | S—— Seiec

SMS
e Cellular Phone number7

Web/Telnet/F TP

Cellular Phone number m
BACnet
y | Reset |
D Log Information
O
Select Event [ ]
YES NO

Schedule Shutdown Event
UPSE Failure
UPS entering Test mode

UPS antering Sheaping made

UPS ontering Boost mode

UPS Load Ove

UPS Commanication Lost
Turn Off UPS

AC Power Failed

UPS Baftery Low

UPS Temparature Overrun
UPS Capacity Underrun

UPS entering Bypass mode

B Configuration > Web/Telnet/FTP

To set permission for each user account for Web,Telnet and FTP access with up to
8 users. Also to enable/disable specific port for HTTP/HTTPS, Telnet/ SSH and FTP

e HTTP/HTTPS

Enter specific port number to access or disable for HTTP, HTTP proxy, HTTPS
HTTP/HTTPS Account
User Name :

To set password for NetAgentA Web access.

Password :
To set password for NetAgentA Web access.

Permission :

To set No Access / Read/ Read&Write)
# Permission Rule : At least one user account must be Read/Write
# Permission Rule : User name with Read and Write cannot be blank



IP Filter :

Only specific IP address could login to NetAgentA
#* **** means any IP address
uto Logoff after Idle forl____1 minute (s). ( 0 is disabled
NetAgentA webpage will be logoff automatically if it idles for the preset value.

8 o5 NetAgentA

DARLEAREEN TELNETISSH  FTPFTP-SSL | SSL information | RADIUS Server Settings

TP po

Webi TalnstF TP

=IL1]
§

Management

4
]
)
5
5
g

e Telnet/SSH
Enter specific port number to access or disable for Telnet/SSH
Telnet/SSH Account

Same as HTTP account/password settings
This is to duplicate the same settings from HTTP

User Name :
To set password for NetAgentA Telnet access.

Password :
To set password for NetAgentA Telnet access.

Permission :
To set No Access / Read/ Read&Write)
# Permission Rule : At least one user account must be Read/Write
# Permission Rule : User name with Read and Write cannot be blank
IP Filter :
Only specific IP address could login to NetAgentA
#* **** means any IP address



.1 ‘!‘ 18:88:42] UPS Load Owerrun (80°%)
B 5 NetAgentA i

HTTPMTTPS ERISEUEETE FTP/FTP-S5L

S5L Information | RADIUS Server Seftings

M port

Webi TainetF TP ser Nama Pasiword Parmiss e 1P Fitter

Log Information

FTP/FTP-SSL
To select the access between FTP and FTP-SSL with specific port number or to disabled it
FTP/FTP-SSL Account

Same as HTTP account/password settings
This is to duplicate the same settings from HTTP

To set No Access / Read/ Read&Write)
# Permission Rule : At least one user account must be Read/Write
# Permission Rule : User name with Read and Write cannot be blank
IP Filter

Only specific IP address could login to NetAgentA
#* **** means any IP address

TIB-6:42] UPS Load Owerrun (80%]

m HTTPHTIPS | TELNETISSH [ESEISEREM ssi information | RADIUS Server Settings

[ FTP sarvar protaces G
Impicit FTP-S3L

| serverport

FTP/FTP-S5L Account

| ¥ Same a3 HTTP aceountpasswore semmngs

Web/ TelnetF TP User Name Fassword Pemmission

Log information




e SSL Information

NetAgentA supports HTTPS protocol and varies SSL encryptions version for network
connection. User may upload its Public Key and Certification for authentication

HTTPS Protocols

Select the encryption version

O SSL v2

O SSL v3

O SSLv1.0

O SSL v1.1

O SSL v1.2

# Once click on Apply, NetAgentA will reboot

SSL Information

This is to upload the SSL certificate. When both public key and certificate are uploaded to
NetAgentA web server, the communication will be encrypted by SSL

(To communicate via Https, make sure to enable Https port 443.)To create its own public
key and certification, please refer to OpenSSL software in the CD

., ll [15:88.42] UPS Loaa Gverran (80%)
B 8 NetAgentA

UPS Configuration s5Lvi
UPS OnfOff Schedule # S5Lvi
# TLEvia

& TLEVIY

# TLEvid

Web/TelnetF TP
BACnhet

551 Information
5L Public Key Choase File | 4o fiie chosen Upiosad and Repiac

Fusise Kiy Langth

55L Cartificate Choase File | No il Chase
Log information ssued To
ssued By
Valia Frem

Vi Lindil

P =] +r| gl U8 Agern{hly Ofice) | B mwmam <]

When connect via HTTPS with its own generated
public key and certification, browser may show
error, please ignore and continue.




e RADIUS Server Setting

If RADIUS server authentication is required for the network, NetAgentA could be added by
entering following parameter.

RADIUS SERVER

USER [ NetAgent
] Access Request i

&<

». Access Request

ACCE%‘SI:‘CCEPI L Access Accept

a OR
Access Reject Access Reject

Enable RADIUS in Web/Telnet Login:

To select if to enable RADIUS

RADIUS Server Address :

To enter the IP address of the RADIUS Server
Authentication Port :

RADIUS port number (Default is 812)

Shared Key :

Enter the Shared Key between RADIUS Server and client
Connection Timeout :

Set the number of seconds to suspend the login time after the RADIUS server is rejected
Connection Retry -

Sets the number of connections to the RADIUS server again

s o % NetAgentA

FTPFTP-S5L | S50 Information QESEIHEER-TIEEEEIETTEY




B Configuration > BACnet
NetAgentA supports BACnet/IP (Building Automation and Control/Internet Protocol)

e BACnhet
BACNet Device

Configure the device ID and access port number for the NetAgentA when using BACnet
for communication

Notification
Enter the IP address of the PC that to be notify by BACnet software when event occurs

n:‘, NetAgentA

UPS Configuration

UPS OniOff Schedule
Network
Wireless LAN

SNMP

M

B

M

mail
5
ACH
5
)

Web/TelnetF TP

et
HetFeele
System

r
Log Info

o
\L

[ roon ] e




B Configuration > SMS Modem

When compatible GPRS modem connects with NetAgentA , it is able to send SMS
notification when event occurs

0 Modem Setup Procedure

2. Place the SIM card on the holder and
insert into GSM Modem

3. Attach antenna to the modem |

the SIM card holder

1. Press the button to ejeclI

Modem Led

Modem Led Status

1. If flash every 0.8 seconds :
EModem initializing, please wait
mIf no respond
(1) Check if PIN is correctly entered, or if PIN is required
(2) Check if SIM card is inserted corrected
(3) Check if no or low signal

2. If flash every 3 seconds :
EModem is ready for operation




SNMS Modem Setting

Modem Communication Port :

Select “ ttyUSBO0” for USB modem connects with NetAgentA directly ;
SMS Communication :

Select between GPRS or CDMA

SIM Card PIN :

If PIN is required for the SIM card, please enter

Confirm SIM PIN :

Retype SIM card PIN

When all done, click on Apply. Modem Information and Status can be check from
Information> SMS Modem Status

# Once click on Apply ,NetAgentA will reboot

.1 A [11:47:38] NatFeeler Communication Lost
[ .Y NetAgentA
e oo

UPS Configuration Modem Communication Port
UPS On/Off Schedule M8 Communication

SMS Modem :

: Log Information
D |

Send Message

Cellular Phone number :

Enter mobile number
SMS Content(Max.70 Characters) :

Enter the SMS content text and select coding. Unicode or Character

., A [11:47:39] NetFeslor Communication Lost
0 NetAg entA

I

UPS Configuration Cellular Phone number
UPS OOt Schedule SM5 content (Max_ 70 characters]

SMS Modem Settings JEERGELEEERE]

WebyTelinet/F TF

BAChet

SMS Modem




B Configuration > NetFeeler

NetFeeler is the external optional environmental sensor. It is to detects temperature,
humidity and water. NetFeeler has RF receiver built-in to work with extension sensors
such as smoke, security sensor.

e NetFeeler

NetFeeler
Humidity/Temperature Critical value

To set the lowest and highest critical values for temperature and humidity. NetFeeler will
send a warning message when it detects temperature or humidity values below and above
these settings.

Security Label

NetFeeler may connect up to 7 security sensors that communicate via RF. This section is
to set the location or name of each sensor.

., A [11:47:39] NetFeeler Communication Lost
- NetAgentA :

O -

K| comowin [l SE—M—————

UPS Configuration Critical UnderRun Critical OverRun
UPS OnlOff Schedule Humidity (%) 5

Temperature (*C)

Security Label
ty1 Status

Label 1

Wireless LAN

Label 2

Label 3
WebiTelnet/F TP

BACHet

Label 4
Label §

Label 6

NetFeeler

System

| Log Information
Emo

Label 7

B Configuration > System

This page is to set NetAgentA’s system time, language and configuration.

e Date/Time
NetAgentA to synchronize with external or internal Time Server for correct date and time.

System Time
System Time(yyyy/mm/dd hh:mmm:ss) :

To display the current system time/date of NetAgentA. Or click on Adjust Now to adjust to
the correct time/date automatically

Time Between Automatic Updates :

To set an interval for time synchronization.

Time Server :

Time server can be select from the drop down list , or add other time server manually.
Time Zone(Relative to GMT) -

To select its GMT time zone

Using Daylight Saving Time -
Select whether to use the daylight saving time system to adjust the clock for 1 hour in
advanced




Restart

Auto Restart System for Every (0 is disabled):
NetAgentA to restart automatically at preset hour or minute
Manual Restart System After 30 seconds -

Once click on Apply, NetAgentA would restart after 30 seconds

=1. Al‘& NetAgentA [11:47:39] NetFeeler Communication Lost

BEEMEE Language | SavelRestore

K comanin S e e

UPS Configuration System Time {yyyy/mmidd hib mm ss 2018:01/16 12.18.56

UPS OnfOff Schedule Time Batwesn Automatic Updates 1 Houl v

Enon

SMS
[weorosrr |
T — =
Mt Restar Sjstom At 30 Seconda rovy

System

: Log Information = -

e Language

This page is to set the language interface for NetAgentA.

Interface Language

To set the language of NetAgentA web pages. When first start login to the webpage of

NetAgentA, NetAgentA will auto detects the OS language of the PC and shows the same
language on its web pages. Users may choose the language per preference

Note: Users will have to enable cookies before they use this function.

Email Preference
Select language preference when receive emails and SMS.
Languages supported by NetAgentA

® English ® FREhr
® Deutsch o fHREchr
® Portugués o =

® Espaiiol ® AAREE
® Frangais ® Pycckun
® [taliano ® nu

® Tlrkce ® Polska



=.= :% NetAgentA K&

M omaion [l oy [EESEE < mostore
m Configuiation Interface Language

UPS Configuration | ® English 4 2y

UPS OniOff Schedule Deutsch [
Portugués Ha

Wireless LAN Espafiol Hais
Frangais Pycexii
ltallana Tan
Tiirkge Polska

Web/Teinet/F TP | (Nete: Satting protarances wil

i Email Preferences
| Use below Intertace language in Email and SMS notification

System

I Log Information =
-

Save/Restore

Save Current Confiquration

Click on Save to save the configuration to your PC. The text file will have a default format
of YYYY_MMDD_####.cfg. Administrator permission required.

Restore previous confiquration

Use this function to restore a *.cfg configuration that has been saved earlier. Click
Browse... to the location of the file and click Restore.

Reset to factory default
This function will reset all settings to its default value.

., l\ T\J}_J_G_ .NetFoelet Communication Lost
B 8 NetAgentA e J

D °
-

Save curent coriguration
UPS On/Off Schadule Restors previous configuration Chorse File | Mo file chosen m
Reset to tactory default

System

@] omoman |
@ e |

B Log Information > Event Log

e EventLog
Event List

It shows record of all events, giving the Date/Time of the event with detailed description of
each. Event can be check on specific date from the calendar



[(l AT 39] NetFeeler Communication Lost

L 1 I
m COI‘mQLIrEIIUI'I

W oo oo [PPSR .. | roce, | 2018-11-23F1.

Event Log
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H Management

[23:12:10): Server address can not be resoived.

[ 20:08:27): Connection with time server failed
4 0 5 0 6 0 ‘l"r 0 B 0 9 0 100 [17:11:41): Connection with time server failed.
[ 11:09:26): Connection with time server fatled.
[09:31:35): UPS communication has been lost.
10 120 130 140 150 160  17Q |5 uesconmunicatonnesbon

[09:08:50]: Connection with time server failed
[ 08:08:26): UPS communication has been lost.
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Event census

Here is to present the event statistically on the selected date

[11:47:385] NetFeeler Communication Lost

m Information Event Log
m Configuration

Event Log .
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B Log Information > SMS Log

e SMS Log

It shows SMS record of all mobile number, giving the Date/Time of the SMS sent and a
detailed description of each. When reach to the limit, it rewrites on the previous logs.
SMS Iog can be save as csv file .

NetAg entA [11:47-35] NetF seler Communication Lost

. | T
o |
T

SMS Log

Battery Tost Log

Dute of SMS [NONE *



B Log Information > Data Log
e Data Chart

It records UPS Input Voltage/Output Voltage/ Frequency/ Loading/Capacity/
Temperature..etc in chart format. Logs can be saved in CSV format by clicking on “Save”.
The bar on top can be adjusted to check the log status at specific time of the day.

N etAge ntA [11:47:39] NetFeeler Communication Lost

: Log Information 155 610 0 226 B30
Event Log

s0.5 | 215 | 215 +e . . . ® -
Data Log
Sty ot L9 B B B
64 sa8 | 20 5 - - - - -

\ 34 o4

Trpst Velt. (v 208.4 Ciutput Vet (V! 208.4 Fraq.(Hz) 560 —%— Temparaturs['C T

#— Battery Volt.(v) 139 —M— Capacity(= 100 e Load[% 10

Date of Datalog: 2018M1/23 m m

e Datalog

It records UPS Input Voltage/Output Voltage/ Frequency/ Loading/Capacity/
Temperature..etc in detailed list. When NetFeeler is connected, status will be available
too.

[11:47:39] NetFeeler Communication Lost

Output Volt.{¥ Freq. (Hz) Load{®) Capa Ea tery Volt.(V) N
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i09.E E0.0 1 100 414
W85 T — 105 70
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108.7 &0.0 41.0
1087 60.0 2 41.0
#08.7 600 2 410
108.6 50.0 2 A0
108.7 &0.0 00 410
108.6 50,0 ] 100 410
20 1 108.7 &0.0 o 100 414

21 2018-11-26 11:06:16 108.5 108.6 60.0 1 100 410 2.28 <
Date of Datalog: 2018/11/28 [z] » co B




B Log Information > Battery Test Log

e Battery Test Log

To record the UPS Self-Test and it shows in graphic. UPS Self-Test option is available
under System Information > Remote Control.

A fosiidra
it -
., l’ L [11:47:39] NetFeeler Communication Lost

o || -

Configuration Battery Testing
| Log Information Log D Start Tima End Time Duration The number of logs
Event Log ~ 1543383600 2018/11/28 05:43:20 2018/11/28 05:53:07 00:09:47 123
SMS Log :
Testing start:2018/11/28 05:43:20 @ Estimate #, Save
Data Log Testing end:2018/11/28 05:53:07

Battery Test Log Testing duration:00:09:47 k1 80 23
ipenbierof Jog 143 r . Q All According to these battery
il [ 2 @ - . foliowing estimation, If the
1 70 - 21 Ipading stays on the current
level{B0%), when battery is fully
harged, the UPS could suppl
0 65 20 charge PPy
05:44:30 power about 00:00:05. If the

battery is in current condition,
= 73% charged, the UPS could
# - Battery capacity(%) supply about 00:00:03
Load(%)

Temperature(°C)

B Management > Netility Web

This to display all the NetAgentA within network with its serial number; Mac Address;
Hardware/Firmware version and its IP address. Double click on the highlighted unit to
open the webpage of such device.

If the NetAgentA is access by WAN IP , Netility Web would also be able to list out all the
other available NetAgentA under same LAN as the NetAgentA that has WAN IP. (HTTP
port 81 must be enabled on the NetAgentA with WAN IP and domain to be as
http://xxx.xxx.xx:81 ( xxx.xx is the WAN IP or domain name)

s o
% [00:00:50] UPS communication has been lost,
B 5. NetAgentA gkt

T
m Device MAC Address Hardware Firmware IP Address i
D » 2432786082 D4:6A:91:01:5E:A2 WEB-7001PV-12 WB10.6c14 192.168.0.187
@ » 3925868545 00:03:EA:00:00:01 EZOL EZS.8410 192.168.0.244

Netility Web

File Manager
Serial Port Debug » 3925868547 00:03:EA:0D:00:03 EZOL EZS5.8410 192.168.0.121

» 3025868546 00:03:EA:00:00:02 EZOL EZS.8c20 192,188.0.237

» 3025868675 00:03:EA:00:00:83 EZOM EZTB824 1982.168.0.212
» 3025868676 00:03:EA:00:00:84 EZOM EZT.BLOG 192,168.0.220
» 3925868682 00:035:EA:00:00:84 EZFW EPS.Tb17 192.168.0.106
» 3025863718 00:03:EA:00:00:AC EIPW EPS.Bb06 192,168,0.253
» 3025080505 00:03:EA:01:B5:50 HOT520 2,48.0DT520.EAST 192,168.0.132
» 3925098885 00:03:EAI01:FD:25 HOP520 2.48.DP520.EAST 192.168.0.199

» 3926094354 00:03:EA:03:72:12 HBTS06 2.48 BTS506.EAST T9ZA68.0.117




B Management > File Manager

This is manage log file generates by NetAgentA. Specific log.dat can be download, delete.
Once dat. file is deleted, the log record will also be erased on the Log display under Log
Information

i s

N etAg e ntA [09:03:51] Connection with time server failed.

B womaion [} [c—

a log '!f P = 0 _:J’
D Log Information | batterylog
) current Location:/mnt/log/datalog/datalog 20196111, dat

- datalog log/datalog/datalo
il * eventlog
Netility Web - &
it e SN Sl

File Manager eventlog 20190].dat f datalog 20190111, dat 6220808 2019/01/11 01:01:16

: smslog
Serial Port Debug - 2019/01/11 01:36:31

total 1 files,® directories.

B Management > Serial Port Debug

It shows the communication status between NetAgentA and UPS by Sent and Received
columns.

e Debug Information

Command can send automatically by NetAgentA, or manually enter the command to UPS.
Sent Information

This column shows the real time sent command

Received Information

This display the response that NetAgentA receives from UPS

.1 " [11:47:38] NetF eeler Communication Lost
B 8. NetAgentA

Q Information Debug information ST ETEE] e
m Configuration |
- * ASCH Hexadecimal

I Log Information
Send Content

Management
(D] voragemen: | =3

Serial Port Debug

L e
15
= v
Q1
Fir -
Racetved Iformation =3
2 CRTH: 50.0 2,11 35.0 00000000
5 1351 ]
15 q
040118 15:41:47  \AnDA ¢ 80 596 2 11 35 0 00000000




e Port Information

This is to configure the communication parameter between NetAgentA and UPS.
Parameters are Debug Mode; Port; Speed (Baud), Data Bits;Parity and Stop Bits.
Two encoding formats: ASCII or Hexadecimal.

. . _ r N etAg e n m m:a_z?:as] NetFeeier Communication Lost

Qm [ TGRLGT ELGL I Port Information 0
Configuration
D Log Information Debug Mode

Speed|baud) 2400
Netility Web
= Data Bits 8w
File Manager

Parity Nore v

Serial Port Debug

Stop Bits 1Bt »

Apply
B Management > Help
This is to help to illustrate each feature/option that NetAgentA offers
- _ =
el sm = This Section is fo show NetAgent system information, Values in Hardware Version/Finmware Version/Serial Number/System Time, are provided by
35 F NetAgent itself. Other values are user setlings from the Configuration pages
Network Status
This section is to show NetAgent Network seftings, The MAC address is provided by NebtAgent All other values in this section ane user settings from the
Configuration pages
Wireless Status {Oniy with BX Models)
This section is to show the information that wireless network obtained
This page Is 1o show NetAgent syslem information and Network settings. Values shown here are elther provided by NetAgent ftself or
fiey are user settings from the Configuration pages.
B Management > About
e About
It shows NetAgentA’s hardware/firmware and serial number.
.1 ' [11:47:39] N;tFeelar Communication Lost
B 5. NetAgentA - ]

D Log Information Firmware Version

Management
- Serial Number
Netility Web
File Manager
Serial Port Debu, —
Mega System Technologies, Inc. 6

[ Hep ] Tel: +886-2-87022060 Fax-+886-2-87922066
E-mail;netagent@megatec.com. tw
hitpafwww. megatec. com. bw 8




e Firmware Update Settings

Default FTP server is set as ftp.icv99.com with its username/password. Click on Update
Now, NetAgentA will connects to the FTP server and upgrade to the latest firmware
version accordingly. Or, it could upgrade per preset time.

[11:47:39] NetFealer Communication Lost

LS Fimare pdte Sotings

D Log Information FTP Sarver ftp.icved.com
Password sessrsens

T —

Serial Port Debug

Firmware Update

E-mail-netagent@menatec. com. by

download the appropriate firmware version from the B e s
website and upgrade through FTP Client Software.

To enable NetAgentA’s FTP firmware upgrade, please re'.“f;jgj;’f;;ﬁ;,’ij::;lii;i;;ﬂ;,.,37
I

Update Firmware from FTP Client
-Select on Enable

-Download the appropriate firmware version from website (http://www.megatec.com.tw)

-Unzip the file and known the directory path

Please contact the WebMaster f you find any problems with the download page. This page 15 best newed an 1024x765.

Technical Support & FAQ
Coline Ordating
Shipment Tracking

kﬂn&.gent 9

1, Checkyour CURRENT FIRMWARE Versiar, 5
2. Locate your MODEL NUMBER showr at the bottarn of your NetAgent dewce.
4. Chaose the correct frmware version coresponding to yaur Model Nuriber,

1 Please downisad the Fimmwers comesponding fo your Mok Tye from fhe fable below:

Y520 35DY620.2.2ip
BY508 : .
DX520 m
BX508 3.5.8X508.zp

Wtarmins DV it vath T 1 EATIR WS ST

Execute ftp + NetAgentA's IP address

m Netility

i MWSnap - Shortcut t

g UPS Simulator - Shortout Documents
Dy s

. UPSilon for Windows S

. Music
P SNMPView for Windows
Computer
ClientMate For Windows
‘t’ MIE Browser

~__'—;) | Configure Java

Defauit Programs
. iMConfig

Help and Support Open: ftp 192-168.66.1331 b

Control Panel

Devices and Printers

= Type the name of a program, folder, document, or
——  Internet resource, and Windows will open it for you.

ﬂ Getting Started

| Nl Programs

oK [ Cancel |  Browse.. |

| |Search programs and files




-FTP login

Connected to 192.168.66.133.

220 Service ready for new user
oot RRL AL R RS G CLE DRk | Enter username/password that configured on Netility

2. Enter command Is to show available firmware

200 PaFt command successful. -
£ bin file

150 Opening ASCII mode data connection for file lis

3.4.BY506.bin
226 Transfer complete.

ftp: 15 bytes received in 0.00Seconds 15000.00Kbytes/sec. - -
T P A PR E P L L1 TR T ————— . | ter put command with bin file directory

200 Port command successful.

150 Opening data connection for 3.5.BY5086.bin

226 file received ok.

ftp: 7733248 bytes sent in 8.52Seconds 907.87Kbytes/sec.

L 4D [T} | P EE— 4. Once complete, enter command quit




